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| Professional Summary |

Dynamic professional with 8+ Years of experience on performing Builds and deployments for .Net applications and java applications and experience in development of Identity & Access management applications and Linux& Windows administration ,also work effectively as part of a team or as an individual and Driven by challenges and continually seeking to develop new skills. Able to provide leadership, direction and take responsibility for the delivery of Projects/products to meet the requirements of the business

Technical Summary

•Specialization includes implementation, deployment, migration, software installations, configurations, Testing and Maintenance of security products.

•Experience on Oracle Identity & Access Management, Oracle PL/SQL and Amazon web services.

•Amazon cloud Administration. Installing, Configuring, Managing cloud services.

•Experience on Amazon cloud technologies (EC2, ELB, VPC, S3, IAM, Route53, RDS, Auto Scaling, CloudFront, Code commit, DynamoDB, WAF, Code Deploy, EFS & ACM).

•Experience on Access Management, Single Sign-On (SSO) and Authentication & Authorisation technologies.

•Having hands on experience in different LDAP directory servers MS Active Directory Oracle Internet Directory, Oracle virtual Directory.

•Functional areas of expertise include Identity management, Provisioning and Reconciliation.

•Implemented Oracle Identity Manager with multiple target resources like MS Active Directory, HRMS Feed File.

•Worked on Several Proof of Concepts of IDM such as User Life Cycle Management, Configuring different Target Resources & Customisation.

•Experience in implementing Auto-Provisioning, Approval work flows and Reconciliation.

•Customizing Administrator and User Consoles (Logos, Labels, Skins etc.).

•Experience working with different Web Servers like Web logic, Apache Tomcat Web Server.

•Worked on custom Event handler, scheduler

•Good Experience in Access Polices, Authorization polices

•Developed HRMS Feed File Trusted reconciliation using GTC Flat file

•Developed OOTB, Ad Connector integration

•Involved in Custom Connector Integration (eTravel).

•Extended OOTB connector, Added custom Fields in User Form and Process form

•Developed Custom adapters

•Have excellent communications skills and strong interpersonal skills, ability to interact with end-users, managers and technical personnel.

•Installation of IDM components like Microsoft AD.
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| **Technical Skills**  Security Tools : Oracle Identity Manager 10g and 11g.  Skills : Sql , Oracle PL/SQL  Databases : Oracle 9i/10g/11g, Microsoft SQL Server 2005/2008  Operating Systems : Win 2003, 2007/XP Professional.  Application Servers : Web logic.  LDAP Directories : Microsoft Active Directory, Oracle Internet Directory(OID), Oracle Virtual Directory (OVD). |

|  |
| --- |
| **Work Experience**   * United Overseas Bank, Singapore from April 2022 to till date. * Barclays Capital Pune, India from January 2019 to March 2022.**.** * Optimum solutions, Singapore from November 2015 to Dec 2018. * Hewlett Packard Globalsoftpvt.ltd, Bangalore from February 2013 to November 2015.   **Projects Experience** |

**Project 3:**

Client : Barclays Capital

Role : Integration Analyst.

Duration : November 2015 to till date.

Environment : Oracle Access Manager 11g, Windows 2008 , Oracle & MS SQL Server 2008

**Scope of Project:** The goal of this project is to develop the internal applications forms for the record access of internal and external users. The company is using OIM for audit purpose of trading and non-trading with help of segregation of duties (SOD), also to setup different levels of applications to reduce the scope of access misuse of more than 3,000 application and services.

**Roles & Responsibilities:**

•Implementation of application and services workflows in internal portal

•Understanding and development of forms as per the business requirements

•Adding screen note and instructions in forms using HTML

•Implementation adapters and event-handler

•Creation of groups with priority of members, configuration levels of approval and tasked assigned provisioning through adapters

•Configuration of IT resources for reconciliation.

•Configuration of provisioning flow and roles of users

•Implementation of segregation of duties for applications

•Setting restrictions for users of trading and non-trading profiles by using user domain

•Adding applications on specific catalogues

•Creating reconciliation fields and reconciliation rules for specific applications.

•Perform reconciliation process of users by using scheduler from different trusted sources like SQL server and AD

•Configure custom-emails by using email template

•Data validation

•Involved in performance tuning of various programs by which the system performance got increased.

•Involved in understanding the functionality & workflow of the existing application.

•Understanding requirements and preparing mapping documents for the activities designed for the workflow.

•Involved in quality process like preparation of defect prevention analysis, metrics etc.

•Import and export template for different environments

•Configuration of multiple applications in single instance for New joiner

•Decommission of unused applications

•Provide technical documentations

**Project 2:**

Client : Pfizer

Role : Security consultant.

Duration : April 2014 to Oct 2015.

Environment : Oracle Access Manager, Oracle Database, Active Directory.

Scope of Project:

Pfizer is a leading portfolio of products and medicines that support wellness and prevention, as well as treatment and cures for diseases across a broad range of therapeutic areas; and we have an industry-leading pipeline of promising new products that have the potential to challenge some of the most feared diseases of our time

Roles & Responsibilities:

• Installation of Oracle 11g Identity management which includes Oracle Database, RCU, Web logic Server, SOA Suite, OIM Fusion Middleware Installer, Creating Web logic Domain, Configuring the OIM.

•AD OOTB Connector integration

•GTC for HRMS Feed Trusted recon

•Involved in eTravel Custom Connector Integration

•Worked on end User issues in ticketing tool.

•Configured connectors for various target applications.

•Creating and modifying users, roles, organizations and provisioning to different target systems.

•Implemented Request Templates for various functionalities.

•Working with User configuration.

•Creating the reports.

•Creating attestation process.

•Involved in performance tuning of various programs by which the system performance got increased.

•Involved in understanding the functionality & workflow of the existing application.

•Understanding requirements and preparing mapping documents for the activities designed for the workflow.

•Involved in quality process like preparation of defect prevention analysis, metrics etc.

•Involved in configuring Approval process.

**Project 1:**

Client : JOHN-DEERE

Role : Software Engineer.

Duration : Feb 2013 to March 2014.

Environment : Oracle Access Manager 11g R2,WEBLOGIC (10.3.6)

Scope of Project:

The goal of this project is to implement an Access and Identity Management that will integrate solution identities and accounts management across various applications and platforms.

Roles & Responsibilities:

•Implementation of Oracle Identity Management 11g R2 (OIM) and Oracle Access Management (OAM).

•Configuration of password polices delegated administration.

•Confirmation of AD connectors for automated provisioning and de provisioning.

•Configuration of Oracle Identity Management connectors.

•Configurations of different types of adaptors.

•Configuration of Access policy for user provisioning.

•Managing user operations that includes creation, deletion, enable, disable, dealing locking and unlocking issues.

•Creation and customization of UI in OIM.

•Configuration of Disconnected Resource without connector.

•Experience in implementation of Oracle Access Management (OAM).

•Performed installation of Web-tier and Webgate (OHS).

•Worked on Authentication and Authorization Policies.

•Configuration of IT resources for reconciliation.

•Application Protection & Web SSO in OAM II g with OHS.

•Worked on configuration of authentication and authorization polices.

•Configuration of user session and lifecycle settings.

•Configuration of password policy and data stores for user identification.

•Documentation of work.

**Educational Qualification**

Master of Business Administration from Annamalai University,Chennai.

**Declaration**

I hereby declare that the above information is correct to the best of my knowledge.